SAMPLE RESEARCH PAPER
*This paper was written in conjunction with our study of Animal Farm, an allegory about a government’s abuse of power.  
*Use the following sample as a guide for in-text citations, topic sentences, and works cited.

Government Abuse of Power in the United States

With the ratification of recent legislation in the United States, a dangerous imbalance of federal power over the power of the people has led to the compromise of civil liberties.  In the modern age, terrorism on a larger level has been more prevalent in the past, simply because of advances in technology and the ability to receive and transmit information more easily.  In an effort to prevent terrorism, the US government has introduced laws that strengthened federal power by increasing surveillance, allowing unreasonable search and seizure, as well as giving the ability to detain suspects without access to a lawyer (Grabianowski 1-3).  In return for increased national security, and the “safety of the people,” civil liberties have been reduced.  Recent changes in government role suggest a path towards an unjust government, with abuse of power already taking place.  There is proof that after the terrorist attacks of September 11, 2001, prisoners were moved to Guantanamo Bay, and beaten and tortured for information.  In addition, Congress passed the Military Commissions Act, which restricted the rights of these prisoners – even going so far as to deny them the standard judiciary process (Top Ten Abuses of Power Since 9/11).  This is only one example of the immense power that the government holds, power that may cause government actions to soon spiral out of control.

When the founding fathers pictured the United States of America, they hoped for a Republic in which all men (of course, at this time this included white men only) could have a say in government.  The government was “for the people, by the people.”  The constitution was written up in a way that the people of America were the ones who controlled their government, not the other way around.  Federal power was limited and a system of checks and balances was created to prevent an abuse of power (Founders Against Democracy.  Wasn’t America Supposed to be Free?).  The power shift first began in the early 20th century, when President Theodore Roosevelt proposed his philosophy of New Nationalism.  He believed that only a strong federal government could efficiently promote social justice.  In addition, Roosevelt suggested that human welfare was more important than property rights (New Nationalism).  Later on, during the Great Depression, President Franklin Roosevelt created the New Deal, which was meant to help reduce suffering and try and bring the US out of the depression.  The size and power of the government grew enormously during this time, with an entire new bureaucracy being built during this time.  Both New Nationalism and the New Deal contained elements of socialism, which did not go well for the Soviet Union.  In the USSR, what started as a socialist society became a totalitarian dictatorship.  Looking back at history, it is easy to see that too much power usually ends in corruption and abuse (Ebeling 1).
In the more recent years, acts of terrorism have inspired fear in Americans, some of which gladly – and possibly ignorantly – traded their civil rights and liberties in return for safety, or at least, the illusion of safety.  After the terrorist attacks of September 11, 2001, the Bush administration quickly passed the USA PATRIOT (Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism) Act.  The act amended a previously passed law, the Foreign Intelligence Surveillance Act of 1978, giving more permission for authorizing searches.  Some important provisions of the Patriot Act include the use of wiretaps and intercepts on any phone or computer of a suspect during an investigation, “sneak and peak” searches which allowed for searches of a person’s property without their knowledge or permission, surveillance of the suspect’s Internet connection and usage, and the ability to search through business records (Jost 905).  While the provisions of the Patriot Act were meant for use only on suspects believed to be involved in terrorism, the unspecified wording allowed the government to use this act for other investigations, causing much controversy.  Timothy Edgar of the American Civil Liberties Union (ACLU) stated that “Inevitable abuse – by this administration or the next – is why the opposition to Patriot Act powers can’t easily be pigeonholed with traditional labels … Members of Congress feared the Patriot Act was really just a prosecutor’s wish list, not limited to terrorism” (909).  In January of 2004, a section in which “giving expert advice or assistance to groups designated as foreign terrorist organizations” was a crime deemed unconstitutional by U.S. District Judge Audrey Collins.  She claimed that it was too vague in its wording.  Preceding this decision, a court case in which a group wanting to offer support for lawful, nonviolent activities to refugees in Turkey took place where the group was threatened with 15 years of prison sentence (Part of Patriot Act Ruled Unconstitutional).  In September of the same year, two more provisions were deemed unconstitutional.  According to U.S. District Judge Ann Aiken, the provision “now permits the executive branch of government to conduct surveillance and searches of American citizens without satisfying the probable cause of requirements of the Fourth Amendment.” (Judge Rules 2 Patriot Act Provisions Unlawful). The Fourth Amendment of the United States Constitution prevents unauthorized search and seizure.  As shown by these cases, a big part of the act was to allow the government to monitor, search, and detain American citizens with or without notable cause, as well as strictly control information.  Since 2001, the Patriot Act has been used as an excuse for many unconstitutional investigations.  With little being done about this Act and little that can be done about it, the widened gap of power between the government and the people has been greatly exemplified.
As shown by the Patriot Act, an important element in control is the ability to effectively receive, modify, and control information.  By setting up surveillance, wiretapping, and even silencing protests, the United States government can more easily enforce its own laws on who it wants to, when it wants to.  Created in 1952 by President Truman, the National Security Agency was created to protect the US from foreign terrorist threats.  In 2005, it was found that the NSA had been secretly collecting phone call records of US citizens – the largest ever assembled.  With these records, the government had access to just about any call made – regardless of whether or not the person being recorded was a criminal or not (Cauley).  Not only that, but history has proven that the government would in fact use this information for its own goals.  In the 1950s, the government recorded phone calls that Martin Luther King Jr. was making.  These calls were private and embarrassing, hinting that King was having extramarital affairs.  The feds actually blackmailed him, threatening to release the information, if he did not quit his campaign for civil rights.  When Martin Luther King Jr. refused to acknowledge the threat, the feds sent the recordings to some journalists, and the information became public (Hornberger).  In regards to controlling different forms of media, the government has been fairly successful.  The Federal Communications Commission (FCC) has always been in charge of controlling what’s aired on television, but recently, President Obama has been trying to extend coverage to the Internet.  Currently, Internet Service Providers are classed as an “information service,” disallowing the FCC to regulate them.  However, the government is attempting to reclassify ISPs under “telecommunications service” (Obama FCC to Attempt Government Takeover of the Internet).  They are even trying to go so far as to the President emergency control over the entire Internet, allowing shut down on domestic grounds in the event of a "cybersecurity emergency”  (McCullagh). This is a lot more drastic than past legislature, as the Internet is a very different medium from other media outlets like television and radio.  The Internet allows the common citizen to publish and share their ideas, as opposed to television where only a select few companies can deliver the information they want – usually fueled by corporate America.  Allowing emergency shutdown of the Internet would effectively cut off all opposition and protest to government actions, especially in times where the government may feel threatened.  Gregory Girard, a telecommunications consultant living in Massachusetts, was an active government protester – firmly standing up for Constitutional rights and democratic beliefs.  Several years ago, Girard began to feel that the government may have gotten too powerful, so he began to stockpile food, medicine, and registered firearms.  On February 9, 2010, the police illegally raided his home, confiscated his supplies – and arrested him on several false charges.  The police have denounced some of these charges, including assuming that smoke detectors were hand grenades and a charge of carrying dangerous weapons.  While the accusations were false, as of May 2, Girard has yet to be released and is being held without bail, as well as his right to carry a firearm revoked (Vintner).  This is a perfect example of punishing citizens for standing up against the government, and how the government is using its power for illogical, irrational, and even unconstitutional decision making.
Since the terrorist attacks of 9/11, the United States government has passed of surveillance and more control of information as methods towards better national security and the safety of the citizens.  However, the question truly remains – are we safer?  In January of 2003, President George Bush claimed that “we are winning” the war on terrorism.  Christopher Cox, the Chairman of the House Select Homeland Security Committee reasoned that “we are indeed safer because we have accomplished a great deal, but what remains to be done measures far more.”    Jamie Metzl, on the Council on Foreign Relations, disagreed in the preparedness of the country, arguing that “fire departments have only enough radios for half the firefighters on the shift and breathing apparatuses for a third…police do not have protective great to safely secure a site” (765).  Civil rights activists, however, such as the American Civil Liberties Union and American Conservative Union didn’t approve of methods that the government was using, including the CAPPS II policy of July 2003, which stored basic information of passengers for future use by the government (Martin 765-767).  In 2007, the National Intelligence Estimate suggested that a thread of terrorism had actually gotten worse (Shane).  The attempted airplane bombing in Christmas of 2009 was nearly successful, and would have been successful if not for errors on the terrorist’s part.  Not only that, but the United States had actually received intelligence beforehand that there was to be an attempted terrorist attack.  A dangerous miscommunication and bad decision on the part of the Intelligence agency of the government was passed off by Obama as “a systematic failure” (U.S. Knew of Airline Terror Plot Before Christmas).  Even though the US’s political leaders claim that the United States is much safer than it was nine years ago, the facts appear to relay an alternate message.
Terrorist activities and threats have certainly increased in the last few decades, and there is no doubt that the United States federal government should put an effort to stopping them.  However, the methods used to prevent terrorism are extremely controversial, and have both pros and cons to them.  It is important to accept that the more responsibility the government has in regards to national security, the less rights the individual will be able to retain.  It is, however, important to be wary of how the government uses its information and power – the greater control the government has over the citizen, the more imminent corruption and abuse of power is to be prevalent.  If the government plans on keeping the country safe, laws must be passed that are well thought out and cooperate with the Constitution.  Otherwise, civil liberties will be lost and the balance of power will dangerously learn towards the federal government, causing irreparable damage to the framework of our government, and the well-being of the citizens.
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